DUO Two-Factor Authentication helpful reference videos:
- [What is 2 factor authentication](#)
- [An Introduction to DUO Security](#)

Instructions in activating your DUO account on tablet:

1. You have received an email message from DUO with an activation link (your letter may look a little different from the screenshot below). Open the email and click on the link.

   ![Duo Security Enrollment](image-url)
2. Click the “Start setup” icon.

3. Select tablet as the type of device to register in your Duo account. Press Continue after making your selection.
4. Select which type of tablet (iOS (Apple) or Android) you are registering and click Continue.

![Select Tablet Type](image)

5. When you see this screen, please either install the Duo application on your tablet or ensure that you have the Duo application already installed on your tablet. If you have Duo Mobile already installed on your tablet, you can click “I have Duo Mobile installed.”

![Install Duo Mobile](image)
6. To get the Duo application from your tablet, launch the App Store, search for Duo, download the application and install. Your tablet may not look exactly like the screen shot below but you should follow the platform-specific instructions on the screen to install the Duo Mobile app.

7. After installing the app, return to the enrollment window and click I have Duo Mobile installed button (step number 5 above).
8. From your tablet, open the DUO app and select the “+” sign on the top of your screen and scan the QR code. Allow Duo Mobile to take pictures and record video.
9. A green check mark indicates that the mobile device is successfully enrolled. Please see below. Click the Continue button.

10. Click the Finish Enrollment button.
11. Click Dismiss, but note that there is one last step below required to save your tablet enrollment.

12. Click Saved to complete the enrollment.

Congratulations! You have completed the tablet enrollment in Duo Security.
13. Once successfully enrolled, you can open the DUO apps and it should display the logo of HMH with the words “DUO-PROTECTED”... similar to below.
Here is a sample screenshot of what you will receive from your tablet when a push authentication is requested.
For those occasions when there is no connection for a push as the second factor for authentication, you can generate a passcode, by clicking the down arrow to display randomly generated numbers. You can use this password to confirm your identity.

**Note:** Clicking the rotational arrows will generate a fresh passcodes.